VISMA ON PREMISES GATEWAY

TCP 10061 Error: No connection could be made because the target
machine actively refused — virheilmoituksen korjaaminen.

D Maore
Best match
L Windows Firewall with Advanced

Security
Desktop app

Settings >
@ Windows Firewall
¥ Check security status

@ Allow an app through Windows Firewall

windows firewall|

Kirjoita Windowsin hakukenttaan Windows Firewall ja valitse
hakutuloksista "Windows Firewall with advanced security’



P - o X
File Action View Help
e | a5z H

& Windows Firewall with Advance [l et T Actions

Inbound Rul =
B3 Inbound Rules MName Group Profile  Enabl » || Outbound Rules -
Cutbound Rules |

E'!_.. Connection Security Rules

£ Core Metworking - Destination Unreacha... Domain  Yes d Mew Rule...

- v v v

> “3 Menitoring @ New Outbound Rule Wizard X
& Rule Type
Select the type of firewall rule to create.
Steps:
» Rule Type What type of rule would you like to create?
@ Protocol and Ports
@ e Action O Program
8y Frofie Rule that controls connections for a program. kchahle (ICMP... &
: @ Name @ Port
Rule that controls connections for a TCP or UDP port.
O Predefined:
AllJoyn Router
Rule that controls connections for a Windows experience.
(C) Custom
Custom rule.

< Back Nexd Cancel

Valitse Outbound Rules ja New Rule... Avautuvassa ikkunassa valitse Port
ja paina Next.



9 Mew Outbound Rule Wizard

Protocol and Ports

Specify the protocols and ports to which this rule applies.

Steps:

@ Rule Type

& Protocol and Ports
@ Action

Profile

o

@ MName

Dioes this rule apply to TCP or UDP?

@® TCP
) uDP

Dioes this rule apply to all remote ports or specific remote ports?

() Al remote ports

(® Specific remote ports: |55555|
Bample: 80, 443, 5000-5010

< Back Mext = Cancel

Syota portti kenttaan 55555 ja paina Next.




ﬂ Mew Outbound Rule Wizard

Action

Specify the action to be taken when a connection matches the condttions specified in the rule.

Steps:
@ FRule Type What action should be taken when a connection matches the specified conditions?

& Protocol and Ports
® Allow the connection

@ Action This includes connections that are protected with IPsec as well as those are not .
@ Profile

N (") Allow the connection if it is secure
@ MName

This includes only connections that have been authenticated by using IPsec. Connections
will be secured using the settings in |Psec properties and rules in the Connection Security
Rule node.

(") Block the connection

< Back Mext = Cancel

Valitse 'Allow the connection’ ja paina Next.



ﬂ Mew Qutbound Rule Wizard

Profile

Specily the profiles for which this rule applies.

Steps:
Rule Type
Protocol and Ports

F
F
@ Action
F
F

Paina Next.

When does this nule apphy?

Domain
Applies when a computer is connected to its corporate domain.

Private
Applies when a computer is connected to a private network location, such as a home
or work place.

Public
Applies when a computer is connected to a public network location.

< Back Mext > Cancel



9 Mew Qutbound Rule Wizard X

Name

Specify the name and description of this rule.

Steps:

8 Rule Type

# Protocol and Ports
Action

» Profile Name:

[ |

Description (optional):

» MName

< Back Cancel

Keksi sopiva nimi ja kuvaus saanndlle jotta tunnistat sen jatkossa ja voit
tarvittaessa tehda siihen muutoksia.

Tee nyt sama myds Inbound rule- kohtaan.

Taman jalkeen muunnospalvelun pitaisi toimia normaalisti myos
tyoasemilta.



